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Smaller Runtime for Large Payloads

Smaller Encoding Compared to 
that of Related Work

Compatible for Large Domains
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Equality Operators 

Codeword 
Length

Hamming 
Weight

More Speedup when Parallelized

Expansion

Selection
Vector

Calculation

(Using Plain Constant-weight Equality)

Expansion
Derive Response

Inner
Product

Encode Query As 
Constant-weight 

Codeword

Conclusion

First Practical PIR Protocol using 
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Constant-weight Operators are 
Faster and More Parallelizable

Constant-weight PIR
- Encode Keywords as Constant-weight Codewords
- No Extra Rounds
- Computation Only for Keywords in the Database

Other approaches
- Larger Representation Size for Keywords
- Extra round needed
- Server computation Depends on Domain Size
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